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Introduction 

 
This is our eleventh offering in this ongoing series on various aspects of intrusion 
detection and network security and knowledge discovery through data mining.  
We have thus far published nearly 360 papers under this series. As always, this 
conference is being presented in conjunction with the conference on information 
fusion, both under an expanded information processing related track. This is 
intended to recognize, exploit, and nurture the natural synergy between the two 
fields. The two conferences are run in sequence, rather than in parallel, to 
facilitate cross participation between the two research groups. In accordance 
with our long held principles, we at SPIE have again worked hard to ensure that 
the printed proceedings are available on-site for both of these conferences. It is 
our sincere belief that this aids in better appreciation of the oral presentations 
and promotes rapid dissemination of the new developments in these areas. 
Admittedly, this is not in conformity with the policy of post-conference 
proceedings publication followed by the majority of SPIE sister conferences being 
held at Orlando under the Defense and Security Symposium.  Our rationale has 
been to minimize the risk of authors not showing up to make their promised 
presentations or making presentations that have not yet attained the necessary 
maturity or completeness by the time of the conference. This however 
occasionally tends to reduce the number of presentations from the original 
expectations, which is not necessarily a negative since the average quality of the 
resulting presentations shows an improvement over what would be otherwise. 
 
In line with the practice over the past few years, the size of these proceedings 
and the pattern of its variations, in terms of the number of papers offered over the 
years, are illustrated in Figure 1. We have a slight decrease over last year, which 
given the current economic climate is neither surprising nor a matter of concern 
for the long term health of this conference. It is however advisable for us in the 
program committee to keep emphasizing the intrusion detection and network 
security aspects and explore ways to reinvigorate the interest in this conference 
to ensure its sustainability within the SPIE context. Accordingly, ideas on how to 
further expand the appeal of this conference are hereby being actively sought 
by the organizers from the conference participants as well as the readership of 
these proceedings at large. 
 
The conference has a total of 22 presentations this year. The papers published 
here in these proceedings are grouped into the following six regular sessions 
followed by a poster session that address miscellaneous issues. 
 

• Intrusion Detection and Network Security I & II 
• Data Mining and Classification I & II 
• Miscellaneous Applications: Issues and Innovations I & II 

 

ix



As in prior years, the global span of the conference is reflected in the authorship 
of the papers which are from nine (quite a few new entrants as compared to 
previous years, some for the first time ever, replacing others) countries namely, 
Austria, Brazil, Canada, China, France, Japan, Mexico, Pakistan and of course, 
the United States.  
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Figure 1. Number of papers published over the years in this series 

 
We plan to continue this series in the coming year and hope to see a growth 
assuming that the global economy will have experienced a turn around by then. 
All those interested in active participation in planning and conference program 
development process are requested to contact me at fusion-
consultant@ieee.org as early as possible, preferably during the course of the 
conference itself, in any case before April 30, 2009. Further details regarding the 
call for papers and schedule for the next year will be made available in due 
course on the Internet at SPIE (http://www.spie.org) as well as my home page 
(http://belur.no-ip.com). We would like to take this opportunity to acknowledge 
the authors for giving us the opportunity to publish their work leading to the 
success of this conference. I also would like to express my thanks to the members 
of my program committee and the session chairs for their cooperation and 
support. Lastly, our thanks are also due to the SPIE staff for their help in putting 
together once again the conference program and proceedings in a timely 
fashion. 
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"kaayena vaachaa manasendriyairvaa  
budhyaatmanaavaa prakR^ite svabhaavaat 
karomi yadyat sakalaM parasmai  
shriiman naaraayaNaayeti samarpayaami" 
 

Be it with my body, or with my mind  
With words, or organs of any kind,  
With my intellect, or with my soul,  
Or by force of Nature pushing me to my goal,  
Whatever it is, with all these I do,  
Oh! Supreme Lord! I surrender to you. 

 
Wishing you all a safe trip back home! 

 
Belur V. Dasarathy 

Fusion-consultant@ieee.org  
http://belur.no-ip.com 

xi




